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ARTICLE 2

RAPPORT ANNEXÉ

Après la première phrase de l’alinéa 99, insérer la phrase suivante :

« Ce rapport émet des recommandations sur la mise en place de tests de résilience opérationnelle 
numérique des acteurs de la Base industrielle et technologique de défense. »

EXPOSÉ SOMMAIRE

Cet amendement a pour but la remise d'un rapport sur la mise en place de tests de résilience 
opérationnelle numériques des acteurs de la BITD. Le règlement DORA a, au niveau européen, mis 
en place de tels tests pour les acteurs de la finance. Ces tests incluent notamment des évaluations et 
analyses de la vulnérabilité, analyses des "sources ouvertes, des évaluations de la sécurité des 
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réseaux ou encore des analyses des lacunes des systèmes d'information. Il s'agit ici de faire en sorte 
que tous les acteurs de la BITD atteignent un niveau de résilience élevé, eut égard à leur importance 
stratégique pour l'intérêt national.


